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Allocation Guidelines

University of Florida has been given a production IPv6 allocation from Florida LambdaRail of 2607:F5D8:100::/48.  UFL will replace our existing IPv6 allocation from Internet2 with this one since its tied to FLR who is our direct upstream provider.  The plan for this space is centered around the following criteria:

· Efficient use of campus routing tables (route aggregation).

· Addresses which are easy to understand and use. 

· Reservation of a large amount of space for future growth.

Given these criteria the following actions will be taken:

General

The /48 will be broken up into 16 /52 blocks.  In our initial plan, three of these /52 blocks will be assigned for use:

· 2607:F5D8:100::/52

Globally Available Networks Block 1 (servers, etc)

· 2607:F5D8:100:1000::/52
Private Networks Block 1 (works like Private IP)

· 2607:F5D8:100:2000::/52
Centrally Provided Services Block 

The remaining 13 /52 blocks will be reserved for future use.  Those uses could include a single allocation to major non-Wall-Plate networks on campus such as HealthNet or DHNet, but any assignment should undergo scrutiny as there are only a total of 16 available /52 blocks.  

In turn each of the /52 blocks will be broken up into /56 blocks for major uses on campus such as network infrastructure or core aggregated user networks.  The following allocation tables show the intended dissemination of these /52 blocks:

Globally Available Networks (2607:F5D8:100::/52):

The “Globally Available Network Block 1” will have a minimum of filtering done, similar to the way public IP is currently done.  Its best suited for servers and other resources that must be globally reachable.  It is expected that each user network will have a single /56 of “public” space assigned to it.

	2607:F5D8:100::/56
	UFL Network Infrastructure

	2607:F5D8:100:100::/56
	SSRB Core Router User Networks

	2607:F5D8:100:200::/56
	CTX Core Router User Networks

	2607:F5D8:100:300::/56
	CSE Core Router User Networks

	2607:F5D8:100:400::/56
	MEB Core Router User Networks

	2607:F5D8:100:500::/56
	AER Core Router User Networks

	2607:F5D8:100:600::/56
	ELM Core Router User Networks

	2607:F5D8:100:700::/56
	TIG Core Router User Networks

	2607:F5D8:100:800::/56
	CRI Core Router User Networks

	2607:F5D8:100:A00::/56
	FIF Core Router User Networks

	2607:F5D8:100:B00::/56
	MOW Core Router User Networks

	2607:F5D8:100:C00::/56
	East Side Campus User Networks

	2607:F5D8:100:D00::/56
	HPC “CRN” Network

	2607:F5D8:100:E00::/56
	UFL Data Centers

	2607:F5D8:100:F00::/56
	NS Lab and other experimental purposes


Private Networks (2607:F5D8:100:1000:/52):

The “Private Network Block 1” will have a significant amount of filtering done.  Non-solicited inbound TCP connections will be blocked and select UDP ports will also be blocked.  Optionally this traffic may be run through a campus edge firewall for true statefull protection of all traffic.  It is assumed that all user networks would receive an assignment in this netblock.  

	2607:F5D8:100:1000:/56
	UFL Network Infrastructure

	2607:F5D8:100:1100::/56
	SSRB Core Router User Networks

	2607:F5D8:100:1200::/56
	CTX Core Router User Networks

	2607:F5D8:100:1300::/56
	CSE Core Router User Networks

	2607:F5D8:100:1400::/56
	MEB Core Router User Networks

	2607:F5D8:100:1500::/56
	AER Core Router User Networks

	2607:F5D8:100:1600::/56
	ELM Core Router User Networks

	2607:F5D8:100:1700::/56
	TIG Core Router User Networks

	2607:F5D8:100:1800::/56
	CRI Core Router User Networks

	2607:F5D8:100:1A00::/56
	FIF Core Router User Networks

	2607:F5D8:100:1B00::/56
	MOW Core Router User Networks

	2607:F5D8:100:1C00::/56
	East Side Campus User Networks

	2607:F5D8:100:1D00::/56
	HPC “CRN” Network

	2607:F5D8:100:1E00::/56
	Campus Wireless Users

	2607:F5D8:100:1F00::/56
	NS Lab and other experimental purposes


Centrally Provided Services Block (2607:F5D8:100:2000:/52):

The “Centrally Provided Services Block” will be used to deliver centrally provided services which use the network for delivery.  Unlike the above allocation, this block will be broken down by service to aid in ACL and management.  Currently these services include:

· VoIP Handsets

· WiSM nodes

· Building Automation (environmental monitoring, power management and monitoring)

· Building Security

	2607:F5D8:100:1000:/56
	VoIP Handsets Block 1

	2607:F5D8:100:1100::/56
	VoIP Handsets Block 2

	2607:F5D8:100:1200::/56
	WiSM Nodes Block 1

	2607:F5D8:100:1300::/56
	WiSM Nodes Block 2

	2607:F5D8:100:1400::/56
	Building Automation Block 1

	2607:F5D8:100:1500::/56
	Building Automation Block 2

	2607:F5D8:100:1600::/56
	Building Security Block 1

	2607:F5D8:100:1700::/56
	Building Security Block 2

	2607:F5D8:100:1800::/56
	Reserved for Future Use

	2607:F5D8:100:1A00::/56
	Reserved for Future Use

	2607:F5D8:100:1B00::/56
	Reserved for Future Use

	2607:F5D8:100:1C00::/56
	Reserved for Future Use

	2607:F5D8:100:1D00::/56
	Reserved for Future Use

	2607:F5D8:100:1E00::/56
	Reserved for Future Use

	2607:F5D8:100:1F00::/56
	Reserved for Future Use



