
Proposed Updates to UF IT Risk Assessment Standard
Summary

1. The Level 2 Unit Information Security Administrator (ISA) must ensure that IT risk assessments are performed for their unit.


2. Units may use and document their own comprehensive risk assessment process provided it accomplishes the equivalent results as the “Risk Assessment Guidelines”.


3. A comprehensive risk assessment must be done at least one every five years.


4. The resulting risk mitigation strategy report (see example in Appendix A) must be provide to the UF Information Security Manager (ISM).


5. Progress on the risk mitigation strategy should be reported to the UF ISM annually.


6. The UF ISM must incorporate Level 2 Unit risk mitigation strategy reports into a university-wide risk framework that must be formally acknowledged by the UF ISA and university administration.

Next Steps
When
1. CIO Approval
March


2. DDD
March


3. Training
Starting March


4. Units conduct assessments
Starting April


5. Units report mitigation strategy to UF ISM
Should start seeing them in the summer


